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•  A three year project funded by EPSRC and RCUK 
•  Project partners as well as University of Nottingham: 

–  University of Glasgow, Imperial College London 
–  BT, Microsoft Research 
–  Georgia Tech 

•  Ethnography and technology deployment to 24+ households 

•  Part of a wider agenda concerned with the redesign of 
(technology) infrastructure for use in domestic contexts 
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Why Homework?	



300 million 
people 
worldwide have 
broadband 
connections to 
the Internet 

51% of UK 
households  
now have a 
broadband 
connection  

Home networking 
gear is the most 
returned consumer 
electronics item 
stores (25%) 
 

Consumers cite 
technical 
complexity as 
the largest 
barrier to home 
networking 
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Lived reality is messy and complex 
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Layer Intent/purpose Example 
User Everyday living Relax for an hour 

Use  Particular task or activity Watch a TV show 

Application 
(software) 

Provide service to user(s)/other 
apps. 

YouTube 

Application 
(protocol) 

Standardised application-class 
communication 

HTTP (for WWW), FTP, 
SSH, DNS, … 

Transport Generic data transport 
(e.g., reliable, large) 

TCP 

Network Communicate globally Internet Protocol (IP) 

Link Communicate over direct 
connections 

Wireless Ethernet (802.11) 

Physical Get signal from A to B 802.11b PHY 

Usage spans layers 
 m

ultiplexing of traffic  
Im

pa
ct

/D
ep

en
da

nc
y 
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•  Monitoring consumption 
–  Mechanisms to capture usage information at an 

appropriate level of abstraction  
–  Techniques to make measured traffic more readily 

available to the user 
•  Performance and activity 

–  Mechanisms to allow real time flow monitoring and alert 
users of these issues as they occur 

The Infrastructure Challenge (1) 
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•  Prioritization 
–  Mechanisms to prioritize and control traffic associated 

with different devices and activities in real time 
–  Human situated judgment is essential and users need to 

be linked to these mechanisms  
•  Policing the network 

–  Lightweight mechanisms to manage how people get on 
and off a network, and what exactly they may or may not 
do when on the network 

The Infrastructure Challenge (2) 
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The router provides a dedicated control interface that al-
lows a number of these devices essentially to act as satellite 
elements of the router. Depending on the approach being 
developed, these may be situated displays similar to the 
control pane in the Home Watcher system [5] or mobile 
displays such as smartphones. These satellite controllers 
interface directly to measurement and control mechanisms 
in the router to provide manifestations of the network and 
the ability to directly control it.  
The Homework Infrastructure 
Externally our setup is very similar to the standard opera-
tor-provided home router, where a single box acts as the 
wireless access point, uses a wired connection for upstream 
connectivity to the ISP, and may provide a small number of 
other wired interfaces. Our router is based around Linux 
2.6 on an eeePC platform. The software infrastructure on 
which we implement our router consists of two purpose-
built modules running with the NOX OpenFlow controller 
platform, handling traffic via the Open vSwitch kernel 
OpenFlow implementation, plus the active Homework Da-
tabase providing an integrated network monitoring facility. 
The architecture of our home router is depicted in Figure 2. 

Our router provides information on network-connected 
devices without requiring installation of additional software 
on these devices. Promoting the router as a distinctive point 
of interaction with the domestic infrastructure is particu-
larly important given that a heterogeneous collection of 
devices connect to the home network, including desktop 
PCs, games consoles, and a variety of mobile devices rang-
ing from smartphones to digital cameras. Many of these 
devices are embedded systems without a user interface 
(e.g., speakers, printers and storage).  

In the rest of this paper we detail how our router provides 
the interactive infrastructure needed to capture a rich pic-
ture of network behavior and make this available to users. 
We then present our distinctive control infrastructure, al-
lowing direct involvement of users in the day-to-day man-
agement of the network. Finally we consider how the net-
work might exploit the local setting of the home to offer 
new control and measurement opportunities that are cen-
tered on the resident.  

CAPTURING ACTIVITY ON THE HOME NETWORK  
An active measurement database forms the central compo-
nent of the Homework router. This database provides a 
focal point for information collected about the infrastruc-
ture. It offers applications an extensible facility where dy-
namic information about the state of the infrastructure is 
collated. A standard set of applications provide a core set of 
information about the network; as well as subscribing to the 
database, other applications are also free to add data to it. 
This allows the measurement plane to collate a range of 
timeseries data including network and interaction logs. 
The database is composed of three, distinct components. 
An ephemeral real-time timeseries component is used to 
hold the most recent data received from different monitor-
ing application. The continuous, large volume of such data 
makes it infeasible to persist all of them, requiring optimi-
zation of resources to keep up with the volume of meas-

 
Figure 1. A Homework Network. Devices connect 
via wired and wireless interfaces, and include 
games consoles, televisions, telephones and hi-fi 
equipment, in addition to traditional PCs and lap-
tops. Here, two mobile devices are blessed as sat-
ellite controllers of the router, and so the network it-
self.  

 

Figure 2. The Homework Router architecture. Open 
vSwitch and NOX manage the wireless interface. 
Three NOX modules provide a web services control 
API, a DHCP server with custom address allocation 
and lease management, and a DNS proxy, both 
logging to the Homework Database (hwdb). 
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•  Putting people in the protocol by embedding user 
interaction in existing infrastructure protocols 
–  Amending DHCP to involve the user in granting leases 

•  Bringing services closer to users by allowing greater 
control and configuration 
–  Running a local DNS service that can access greater 

contextual information 
•  Exploiting the physical arrangement of the home by 

manifesting the infrastructure in the home 
–  Using physical plug in tokens (USB keys) to manage 

access to the infrastructure and encode permissions 

Interaction in the Infrastructure 
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People in the Protocol 
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Controlling Localised Service 
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Contention Monitor 
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Physical Displays 
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visiting a home or small office. The USB key offers a way 
to capture information associated with devices that can then 
be exploited to help understand and control the network. 
We are particularly interested in capturing configuration 
information and in recording network usage at per-device 
and per-user levels across multiple networks.  
CARTOON INTEGRATION 
In this paper we have described a range of mechanisms that 
we are bringing to bear on the problems of home network 
management and control. We use these to exploit the rich-
ness of the social context of home networks. In addition to 
describing the core mechanisms, we have presented and 
discussed some simple user interfaces to make home net-
work operation both more transparent and more controlla-
ble for non-expert users.  
Our strategy of pushing interaction into the underlying in-
frastructure has also allowed us to explore approaches to 
network management and control that move away from 
dominant views of devices and traffic inherent in the exist-
ing infrastructure. Direct access to the measurement and 
control capabilities has allowed us to foreground the activi-
ties of home to define policies for domestic networks.  
Figure 10 presents a simple cartoon-style interface we have 
developed to allow homeowners to exercise fine-grained 
control over their infrastructure. This interface exploits the 
underlying mechanism within our infrastructure but does so 
in a manner that moves away from direct network visuali-
zation and control. Rather, we explore a more playful 
metaphor focusing on the reaction to network activities. 
The aesthetic of the interface is chosen to be playful rather 
than overly task driven and allows residents to personalize 
a series of comic strips to meet the needs of the home.  

Actions are specified in response to a range of factors, in-
cluding time and date, performance as measured by the 
measurement database, and the need for other interven-
tions, e.g., explicit control via the situated display or the 
presence of a USB key with appropriate secured metadata. 
Actions can be applied to specific devices, users (by group-

ing devices together) or services (currently identified by 
their DNS name). Actions can range from simple recording 
of network state as collected by the Homework Router; to 
notification of particular individuals by some means, 
e.g., SMS, telephone, email; to direct control over a de-
vice’s connectivity to the network or to particular services. 
Figure 10 depicts a simple notification policy, where mum 
is to be notified whenever dad is using a particular device 
to access the network. This facilitates the rich social inter-
actions and negotiations that must take place around such a 
shared piece of infrastructure as the home network.  
An example control policy is given in Figure 11, where a 
child’s computer is prevented from accessing certain web-
sites while the parent is performing particular tasks. In 
combination with the affordance permitted via the physical 
control, this would permit even more complex, socially 
rich, context-aware policies such as “the kids may only ac-
cess Facebook on weekdays between 6pm and 8pm if mum 
agrees they’ve done their homework”, where mum only 
inserts the relevant USB stick when she believes the 
homework is complete. 

 
As with our previous interfaces this lightweight policy in-
terface is currently undergoing iterative refinement with a 
number of households. 
SUMMARY & FUTURE WORK 
This paper has presented the redesign of the domestic net-
working infrastructure. We have sought to open up the in-
frastructure to make it more suitable for interactive systems 
development by developing an active measurement frame-
work that allows a heterogeneous collection of network and 
interactive information to be captured and exploited by a 
range of interfaces. This has been complemented by the 
development of a broad set of interactive control mecha-
nisms to allow direct control of the infrastructure. Our in-
frastructure has been deployed in a range of homes for four 
months. 

 
Figure 10. A notification policy. This will tweet mum 
when dad accesses the Internet during the day 

 
Figure 11. A simple control policy. This will prohibit 
Katie access to the Internet for a given period during 
the day when mum is wanting to use the network.  
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•  Home networks have become mundane 
–  Another channel through which everyday life happens 
–  Really no longer special 

•  But the (software) technology has not made this leap! 
–  Still managed in terms of protocols and services 
–  Shopping, not the web, not HTTP 
–  The user doesn’t draw a distinction between service 

(name resolution) and the network (IP forwarding) 
•  To do better we need the enabling technologies to allow 

these top-to-bottom connections to be made 
–  Making the network intelligible (not intelligent) 

Fundamental Challenges   
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•  Designing to meet these challenges needs multiple skillsets 
–  Ethnography, HCI, Systems, Networking, … 

•  This requires greater dialogue between communities 
–  Just throwing results over the fence doesn’t work 
–  Engineers must know about ethnography (a bit) 
–  Ethnographers must know about technology (a bit) 
 

•  Else we will continue to make useless things 
–  By imposing ridiculous demands, or 
–  By implementing unusable/inappropriate technology 

Reflecting Broadly 
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•  www.homenetwork.ac.uk 

•  (Other things I’m doing:  
–  http://perscon.net/  
–  http://openmirage.org/ 
–  http://horizon.ac.uk/  
) 

Questions? 


