Futuristic Healthcare Projects in Taiwan

Founded by the National Science Council (NSC), the National Program for Intelligent Electronics (NPIE) is carried out from 2011 through 2015 with a total budget of USD 413M provided by the Taiwan government. NPIE focuses on the R&D of integrated circuit technologies in medical (M), green (G), automobile (car), and 3C electronics, and vertical integration of MG+4C in the industry ecosystem. Additionally, it aims to build a world-class environment for advanced research and industrial promotion, to cultivate interdisciplinary talents, and to explore new market opportunities. The program’s vision is to maintain the world-leading position of Taiwan’s semiconductor manufacturing industry and foster another wave of the domestic economic miracle.

The goal of the medical subprogram under NPIE is to establish a common technology platform for medical electronics and develop high-quality and cost-effective medical devices that will benefit emerging e-health applications. We also aim to cultivate interdisciplinary R&D talents for the medical electronics industry. Through the various research projects funded by NPIE, outstanding achievements include portable medical ventilator (e-Nose), in-canal hearing-aid SoC, and electronic system for epilepsy control. Besides the results brought out by universities, NPIE also supports the Industrial Technology Research Institute (ITRI) to develop Optical Coherent Tomography (OCT), ultrasound machines, and bio-signal platforms. The current status shows the OCT with its scanning head half the size and scanning speed three times faster than state-of-the-art products. It is applied for ocular diseases and is in the animal test phase. On the other aspect, the developed ultrasound device has been transferred to the industry for manufacturing portable ultrasound systems.

As from the national viewpoint, emphases on economic and social impact are among NPIE’s major concerns. Under the support of NPIE’s entire framework, two startup companies were generated, namely MedSense and MedicusTek. The former is a provider of home and mobile healthcare medical device and platform with innovative technology that aims to solve the unmet medical needs in the current market, while the latter builds medical devices that are of world-class quality and reliability at a reduced cost for healthcare systems.

We believe that through the program’s 5-year development on the MG+4C emerging fields via NPIE, Taiwan’s IC manufacturing industry will be further strengthened by producing high value-added IC products, and hence, promote the second leap of Taiwan’s technology industry.
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Next Generation Medical Ventilator with Intelligent Electronics – Early Prediction and Real-time Detection of the Microorganisms of Pneumonia in Ventilated-Patient

**Special Features:**

- Very low power by SoC design operating with battery.
- Improved sensing mechanism by sensor with high reproducibility, selectivity, and sensitivity.
- Modular Design by changeable sensor head and odor database.

**Research Team Leader:** Prof. K.T. Tang, National Tsing Hua University

Advanced Hearing Aid SoC and System

**Special Features:** we developed a completely-In-canal (CIC) hearing aid with binaural signal processing. It uses a hearing-loss compensation that is tailored to Mandarin.

**Research Team Leader:** Prof. J.T. Wu, National Chiao Tung University

Electronic System for Epilepsy Control

**Special Features:** In this research project led by Prof. Peter (Chung-Yu) Wu, a SoC is designed for implantable medical device to detect epileptic seizures in 0.6 second with over 90% accuracy and initiate electrical stimulation to suppress seizures. The SoC has been successfully tested in animal and the result is to be published at ISSCC 2013.

**Research Team Leader:** Prof. C.Y. Wu, National Chiao Tung University
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1. INTRODUCTION

With the implementation of the Personally Controlled eHealth Records system (PCEHR) in Australia, shared Electronic Health Records (EHR) are now a reality. However, the characteristic implicit in the PCEHR that puts the consumer (i.e. patient) in control of managing his or her health information within the PCEHR prevents healthcare professionals (HCPs) from utilizing it as a one-stop-shop for information at point of care decision making as they cannot trust that a complete record of the consumer’s health history is available to them through it. As a result, whilst reaching a major milestone in Australia’s eHealth journey, the PCEHR does not reap the full benefits that such a shared EHR system can offer.

In this current eHealth environment, healthcare consumers’ requirements compete with healthcare professionals’ requirements. While consumers want control over their information, healthcare professionals want access to as much information as required in order to make well informed decisions. The goal of an eHealth system therefore must be to balance these competing requirements such that consumers are empowered with the control of their information without hindering the professionals’ information needs.

Accountable-eHealth systems are a new genre of shared eHealth records that achieve this critical balance through Information Accountability (IA). IA is a concept that involves using policies to enforce appropriate use through after-the-fact accountability for intentional misuse [1]. Accountable-eHealth systems enable consumers to set information usage rules on their healthcare information and allow professionals to access that information without rigid barriers [2]. The presence of accountability for misuse of information acts as an incentive for consumers to trust the system, as well as...
both an incentive for healthcare providers to use the system given that the required information is readily available and a disincentive for intentional misuse of information.

Accountable-eHealth systems create an eHealth environment where health information is available to the right person at the right time without rigid barriers whilst empowering the consumers with information control and transparency, thus, enabling a means of reaping the full benefits from a shared eHealth record.

2. ACCOUNTABLE E-HEALTH SYSTEMS

In an AeH system, consumers are able to set information usage policies on their healthcare providers, in contrast to assigning usage policies to assets. Consumers are able to grant or limit their preferred HCPs’ access to certain information, with a central healthcare authority in place to guarantee that the required access levels are always given to the appropriate HCPs without hindering the consumer's privacy.

Transaction logs of all activities of data access and use are kept for holding information users accountable. However, rather than just providing audit logs of information access, an AeH system actively provides notifications of potential breaches of policy to both the patient and the relevant Health Authority, and provide consumers with a user-friendly way to interact with these logs.

If the system detects a possible misuse of a patient’s health information, the patient is able to lodge an inquiry asking for the HCP to justify their actions. The HCP is then required to provide an explanation that justifies their need to access the relevant information. If the HCP fails to provide a valid justification, he is held accountable for the ramifications of his actions.

A. Implementing Accountable-eHealth systems

The implementation of Accountable-eHealth systems involves investigations into the technological aspects such as information usage policy representation and management; socio-technical aspects such as user acceptance, adoption and meaningful use; and legal aspects such as information privacy, transparency, and accountability.

To demonstrate Accountable-eHealth systems, we developed a prototype as a Web-based EHR system. This prototype uses the Open Digital Rights Language (ODRL), a Digital Rights Management (DRM) technology capable of representing a wide range of policy-based information, for usage policy representation and manipulation. By storing the HCPs usage policy at the time of access as part of the transaction log, the system is capable of making context/situation-aware decisions.

The prototype system provides patients with the ability to set access policies on their HCPs, review access logs for their EHR information, submit inquiries for potential misuse, and review responses from HCPs. It provides HCPs with the ability to access their patients’ EHR information, and respond to inquiries into potential misuse from their patient to justify their actions.

Information usage policies are defined by the patients according to their preferences including privacy requirements. These policies are aggregated with policies laid out by the Health Authority which ensure that the required information will be available to the relevant HCP. Patients have explicit control over which HCPs have access to their information. However, in circumstances where a patient’s policy conflicts with that of the HA, the policies set by the HA will take precedence thus ensuring that HCPs can always access the necessary information without rigid barriers for the purpose of providing care to the patient. However, patients will still retain implicit control of their information through transparency of the actions of HCPs and the accountability measures put in place to assure appropriate use of information.

A semantic reasoner is used to make decisions regarding HCP responses to inquiries. This reasoner makes use of the context-aware transaction logs and rules defined by a Health Authority to determine if the reason given for a particular override of a patient policy is appropriate. In the event that it deems the information access as inappropriate, the patient is notified that it will be investigated and the Health Authority will be notified to investigate the situation to determine if there has been any misuse. Figure 1 shows the architecture of the AeH prototype.

In order to further establish the potential of AeH systems to create useful shared eHealth records systems, we plan to integrate the AeH prototype with an existing EHR system, such as an openEHR implementation. Following this, we will perform a study to verify its suitability as a solution to balance consumer privacy and HCP information requirements through trials with both patients and HCPs.

3. CONCLUSION

Accountable-eHealth systems enable the creation of shared eHealth records that can be useful to both patients and HCPs. By providing transparency and accountability to information access, patients are aware of how and why their information is accessed, while HCPs are able to access all the information they need to provide care to their patients.
Accountable-eHealth system have the potential to solve the information privacy conundrum, and enable improved healthcare through the high availability of clinical information. However, there is still much work to be done for Accountable-eHealth systems to be implemented.
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